
 

CONDITIONS & LIMITATIONS: 

1. The aforementioned organization has a perpetual responsibility to maintain compliance with ISO/IEC 27001:2022 during the period of certification.  

2. This certificate is subject to the satisfactory completion of annual surveillance by Prescient Security LLC. 

3. ISO/IEC 27001:2022 compliance audits are not designed to detect or prevent criminal activity or other acts that may result in an information security breach. As such,  

this certification should not be construed as a guarantee or assurance that an organization is unsusceptible  to information security breaches.  

4. The information in this document is provided “AS IS”, without warranties of any kind. Prescient Security LLC. expressly disclaims any representations and warranties, 

including, without limitation, the implied warranties of merchantability and fitness for a  particular purpose. 

5. This certificate is the property of Prescient Security LLC and is bound by the conditions of the contract. The authenticity of this certificate can be validated by contacting 

Prescient Security. For more information about the validity of this certificate, please contact isoteam@prescientsecurity.com 

Prescient Security LLC: 1211 Main Street Suite 2 Salmon, ID 83467     v4.0 
 

 

  

The Certification Body of Prescient Security LLC hereby certifies that the following organization operates a  

Information Security Management System that conforms to the requirements of ISO/IEC 27001:2022.  

Akeneo 
2 Pl. Général Mellinet, 44100 Nantes, France 

for the following scope of registration 

The scope of the ISO/IEC 27001:2022 certification applies to the Information Security Management System (ISMS) 

supporting all the activities and processes that build, deliver, and maintain the Akeneo product experience management 

(PXM) solution and products holding client and partner data. That includes all product offerings: Akeneo PIM, Shared 

Catalog, Supplier Data Manager, Activation for Retail, and Akeneo’s official applications; the two models these solutions 

are offered and hosted: Serenity (SaaS offer), and the supported Flexibility (PaaS offer) version.; and all Akeneo’s teams. 

This is all in accordance with the statement of applicability version 1.3 dated October 7, 2024. 

CERTIFICATE NUMBER: 122754 

Issue Date March 11, 2025 

Surveillance Year 1 Audit Due March 11, 2026 

Surveillance Year 2 Audit Due March 11, 2027 

Valid Until March 10, 2028 

 

 

 

  

CERTIFICATE OF REGISTRATION 

INFORMATION SECURITY MANAGEMENT SYSTEM – ISO/IEC 27001:2022 

Authorized By: 

 

 
Sammy Chowdhury 

Certification Manager 

Prescient Security LLC 
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Certificate Number: 122754 

The Initial Certification audit (Stage 1 and Stage 2) was performed remotely in accordance with IAF MD 4:2023. The organizati on has an office 
within the scope of the ISMS for this audit. The physical security of the location(s) appended below was audited in due course. In accordance 

with IAF MD 4:2023, the listed location(s) were assessed remotely/virtually via Microsoft Teams. 

 

  

In-Scope Location(s)  

Location / Affiliate / Subsidiary Address Functions / Role in ISMS 

Nantes, France 2 place Général Mellinet, 44100 NANTES Global Headquarters 

Paris, France 4 rue Jules Lefebvre 75009 PARIS Office 

Dusseldorf, Germany Homberger Str. 3, 40474 DÜSSELDORF Office 

London, United Kingdom 62 Doughty St, WC1N 2JZ LONDON Office 

Amsterdam, Netherlands Singel 31, 1012 VC AMSTERDAM Office 

Boston, United States of America Suite 800, 399 Boylston St, Boston, 

Massachusetts 02116, USA 

Office 

Sydney, Australia 161 Castlereagh Street, 2000 NSW SYDNEY Office 

 


